[image: C:\Users\Lloyd Burton\Documents\Icons\Paxton logo 3.png]



Paxton Specification 


Section Two 
Net2 Readers







Paxton Specification	Section 2
	Net2 Readers	


Paxton House, Home Farm Road, Brighton, East Sussex.  BN1 9HU
01273 811 011 sales@paxton.co.uk
Edit as required – sections that are not required for a specific project can be removed, sections can be cut and merged with additional Paxton specifier documents for a complete/customised Access Control solution.  
Key - 	[Square brackets] – Options. Delete brackets and turn off bold to include. 
{Curly brackets} – Comments. 


SECTION 2
ACCESS CONTROL – Net2 Readers

GENERAL
SUMMARY
Section includes
Electronic Access Control
Related sections
28 13 00 Access Control
28 13 33 Access Control Interfaces
Products 
{Delete any that are not required for this project} 
{Choose to use either the Paxton product name or a general name for each}
[Proximity reader] [Paxton Proximity P series reader]
[Proximity keypad reader] [Paxton Proximity KP series keypad]
[Vandal proof proximity reader] [Paxton Vandal proof proximity reader]
[Proximity Panel mount reader] [Paxton Proximity panel mount reader]
[Proximity HID™ Panel mount reader] [Paxton Proximity HID™ panel mount reader] 
[Metal proximity reader] [Paxton Metal proximity reader]
[Backbox proximity reader] [Paxton Backbox proximity reader]
[Mag-stripe reader] [Paxton CARDLOCK reader]
[Keypad] [Paxton TOUCHLOCK K series keypad]
[Stainless steel keypad] [Paxton Stainless steel TOUCHLOCK K series keypad]
[Architectural proximity reader] [Paxton Architectural proximity reader]
[Marine proximity reader] [Paxton Marine proximity reader]
[Universal proximity reader] [Paxton Universal proximity reader]
[Energy saving proximity reader] [Paxton Energy saving proximity reader]
[Long range proximity reader] [Paxton Long range proximity reader]
[Vandal resistant metal keypad] [Paxton TOUCHLOCK vandal resistant metal keypad]
[MIFARE® proximity reader] [Paxton MIFARE® P series proximity reader]
[GSM Access reader] [Paxton Net2 Caller ID reader]
[HID™ proximity reader] [Paxton HID™ proximity reader] 
[MIFARE® proximity keypad reader] [Paxton MIFARE® KP proximity reader]
[Backbox MIFARE® proximity reader] [Paxton Backbox MIFARE® proximity reader]
[Backbox adaptor] [Paxton Backbox adaptor] 
System
The readers shall form a fundamental part of an Access Control System (ACS).
The ACS shall be scalable, allowing for additional readers [and other access control hardware] from the same manufacturer.
The readers shall be plug-and-play.
The ACS installed shall support plug-and-play readers.
PROJECT REQUIREMENTS 
{Delete/Modify any that don’t apply to this project} 
A reader shall be installed next to each access point within the site to control and monitor its passage.
Readers shall be installed next to entrance and exit of an area to provide anti-passback functionality.
Each user shall be provided with a token.
The ACS installed shall support at minimum 50,000 unique token IDs.
A reader shall be installed in conjunction with an ACU for arming/disarming an intruder alarm.
Readers shall require a single cable which shall provide both power and communication.
The readers combined with the ACS shall meet the access control requirements of the project.
{Delete if necessary} The readers shall be installed into a site with an existing [Paxton] access control system.
{Delete if necessary} The readers shall be installed with additional [Paxton] access control hardware and software to form a complete access control solution. 
Overall reader capability
The readers shall provide a method of identifying users.
Each reader shall be able to communicate the credential data to the ACS.
The ACS shall support at minimum 4 readers for each controlled access point. 
Readers shall provide access granted and access denied feedback to the token holder.
Components of the readers:
The reader, which shall provide the ACS with a user’s credentials.
The Access Control Unit (ACU), which shall provide the user database and processing to deny or allow access.
The ACS shall provide the following as a minimum:
Access Control.
Door state monitoring (Door forced, Door left open).
Event reporting to the access control software.
License free Server and Client software and lifetime updates at no charge.
CCTV integration.
Site graphics.
Triggers and actions.
Intruder alarm integration.
Biometric integration.
A method by which 3rd party applications can be integrated via the use of an SDK or API

DEFINITIONS
Access Control System (ACS): The entire system as a whole, made up of hardware to lock/unlock an access point, readers to identify users, software/hardware to determine access control, and all firmware and additional hardware installed as part of the access control solution.
Access Control Unit (ACU): An intelligent peripheral control unit that provides the interface between the Management and Monitoring Subsystem and the devices installed at the access portal for the purpose of restricting access and monitoring the portal status.
AWG (American Wire Gauge): A unit of measurement for the diameter of wires.
GSM (Global System for Mobile Communications): The standard to describe the protocols commonly used in mobile communications.
IP: Internet Protocol incorporated into Microsoft Windows.
LAN: Local area network.
Open air: Without obstruction or interference.
PC: Personal computer, used as the Central Station, workstations, and file servers.
PoE: Power over Ethernet.
Reader: A proximity reader or biometric reader that captures the credential information and passes it to the ACU for processing.
Server: A PC that contains the database of users and access control settings, which runs the access control software.
TCP: Transport Control Protocol incorporated into Microsoft Windows.
Token: The credential issued to a person. This can be a PIN or a device containing an encoded number, used to determine if access will be granted or denied. 
USB: Universal Serial Bus.
WAN: Wide area network.
Windows: Operating system by Microsoft Corporation.
Workstation: A PC with software that is configured for specific limited security system functions.

ACCESS CONTROL DESCRIPTION
General 
Users shall be identified and processed through the means of:
Presenting a token to a reader.
Entering a unique PIN to a keypad.
Phone number via [GSM Access reader] [Paxton Net2 Caller ID reader].
Combination of the items above.
The system shall not use facility codes for card credentials.  Each token/credential shall have a unique 40 bit encryption for high security.
The system shall provide for unique card serial numbers, so the user will not need to determine the next sequence of cards to purchase.
Access Control Software
The Access Control hardware shall be configurable using software provided by the manufacturer.
This software will have been included with the hardware at no additional cost.
Additional features sets shall be available with a licenced version of the software.
The software shall feature:
A graphical user interface to show pull-down menus and a menu tree format that complies with interface guidelines of Microsoft Windows operating system.
A mobile application for user administration, event reporting, door open and roll call.
The mobile application will be available for Android and iOS devices.
System license shall be for the entire system and shall include capability for future additions that are within the indicated system size limits specified in this Section. There shall be no license fee or yearly renewal fees.
Access shall be restricted using password-protected operator login.
The software at a minimum shall support the following operating systems:
Windows 10 Pro 64Bit
Windows 8 & Windows 8.1
Windows 7
Windows Vista
Windows Server 2008 & 2012
Number of PCs required
There shall not be a limit to the number of PCs that can run the configuration software. (Limits shall be placed based on the SQL licensing.)
There shall not be a limit to the number of mobile devices that can install and run the Android and iOS mobile application.
PERFORMANCE REQUIREMENTS
Equipment used shall be covered by a manufacturer’s warranty for a minimum of 5 years. The following aspects shall be covered: 
Electrical
Electronic
Component
Mechanical 
Equipment used shall be provided with firmware upgrades from the manufacturer free of charge.
Any change made in the software shall automatically be sent to the access control hardware when it is next online.
Access control system capabilities shall be at a minimum:
1000 access points 
50,000 users/tokens
QUALITY ASSURANCE
The ACS vendor shall offer a 5-year non-prorated warranty to cover the reader components and include all software upgrades.
RELATED DOCUMENTS
The ACS must interact with other physical parts of the facility and any construction either new or remodelled. 
When determining locations for placement of access control devices, the installer shall follow and be responsible for all appropriate building codes and laws concerning life safety and construction.
COMPLIANCE
{Remove any products that aren’t required for this project}
{Remove any standards not relevant to the country of installation}
[Proximity reader] [Paxton Proximity P series reader] shall comply with the following standards:
IPX7 for Moisture resistance {excluding screw connector product variations}
IEC/EN 60950-1 for general safety
FCC Part 15 Subpart C for Intentional Radiators
Industry Canada RSS-210 for Licence-exempt Radio Apparatus {excluding screw connector variations}
ETSI EN 300 330 for Electromagnetic compatibility and Radio spectrum Matters (ERM)
UL 294 for Access Control {excluding P38 & P200}
[Proximity keypad reader] [Paxton Proximity KP series keypad] shall comply with the following standards:
IPX7 for Moisture resistance {excluding screw connector product variations}
IEC/EN 60950-1 for general safety
FCC Part 15 Subpart C for Intentional Radiators
Industry Canada RSS-210 for Licence-exempt Radio Apparatus {excluding Screw connector variations} 
ETSI EN 300 330 for Electromagnetic compatibility and Radio spectrum Matters (ERM)
UL 294 for Access Control {excluding KP50}
[Vandal proof proximity reader] [Paxton Vandal proof proximity reader] shall comply with the following standards:
IPX7 for Moisture resistance
IEC/EN 60950-1 for general safety
FCC Part 15 Subpart C for Intentional Radiators
ETSI EN 300 330 for Electromagnetic compatibility and Radio spectrum Matters (ERM)
ETSI EN 302 291 for Electromagnetic compatibility and Radio spectrum Matters (ERM)
[Proximity Panel mount reader] [Paxton Proximity panel mount reader] shall comply with the following standards:
IPX7 for Moisture resistance
IEC/EN 60950-1 for general safety
FCC Part 15 Subpart C for Intentional Radiators
Industry Canada RSS-210 for Licence-exempt Radio Apparatus 
ETSI EN 300 330 for Electromagnetic compatibility and Radio spectrum Matters (ERM)
[Proximity HID™ Panel mount reader] [Paxton Proximity HID™ panel mount reader] shall comply with the following standards:
IPX7 for Moisture resistance
IEC/EN 60950-1 for general safety
FCC Part 15 Subpart C for Intentional Radiators
Industry Canada RSS-210 for Licence-exempt Radio Apparatus 
ETSI EN 300 330 for Electromagnetic compatibility and Radio spectrum Matters (ERM)
UL 294 for Access Control
[Metal proximity reader] [Paxton Metal proximity reader] shall comply with the following standards:
IPX7 for Moisture resistance
IEC/EN 60950-1 for general safety
FCC Part 15 Subpart C for Intentional Radiators
Industry Canada RSS-210 for Licence-exempt Radio Apparatus 
ETSI EN 300 330 for Electromagnetic compatibility and Radio spectrum Matters (ERM)
UL 294 for Access Control
 [Backbox proximity reader] [Paxton Backbox proximity reader] shall comply with the following standards:
IEC/EN 60950-1 for general safety
ETSI EN 300 330 for Electromagnetic compatibility and Radio spectrum Matters (ERM)
[Mag-stripe reader] [Paxton CARDLOCK reader] shall comply with the following standards:
IPX7 for Moisture resistance
IEC/EN 60950-1 for general safety
[Keypad] [Paxton TOUCHLOCK K series keypad] shall comply with the following standards:
IPX7 for Moisture resistance {excluding screw connector product variations}
IEC/EN 60950-1 for general safety
UL 294 for Access Control
 [Stainless steel keypad] [Paxton Stainless steel TOUCHLOCK K series keypad] shall comply with the following standards:
IPX7 for Moisture resistance
IEC/EN 60950-1 for general safety
UL 294 for Access Control
 [Architectural proximity reader] [Paxton Architectural proximity reader] shall comply with the following standards:
IPX7 for Moisture resistance
IEC/EN 60950-1 for general safety
FCC Part 15 Subpart C for Intentional Radiators
Industry Canada RSS-210 for Licence-exempt Radio Apparatus 
ETSI EN 300 330 for Electromagnetic compatibility and Radio spectrum Matters (ERM)
[Marine proximity reader] [Paxton Marine proximity reader] shall comply with the following standards:
IPX7 for Moisture resistance
IEC/EN 60950-1 for general safety
FCC Part 15 Subpart C for Intentional Radiators
Industry Canada RSS-210 for Licence-exempt Radio Apparatus 
ETSI EN 300 330 for Electromagnetic compatibility and Radio spectrum Matters (ERM)
[Universal proximity reader] [Paxton Universal proximity reader] shall comply with the following standards:
IPX7 for Moisture resistance
IEC/EN 60950-1 for general safety
ETSI EN 300 330 for Electromagnetic compatibility and Radio spectrum Matters (ERM)
[Energy saving proximity reader] [Paxton Energy saving proximity reader] shall comply with the following standards:
IPX7 for Moisture resistance
IEC/EN 60950-1 for general safety
FCC Part 15 Subpart C for Intentional Radiators
ETSI EN 300 330 for Electromagnetic compatibility and Radio spectrum Matters (ERM)
ETSI EN 302 291 for Electromagnetic compatibility and Radio spectrum Matters (ERM)
[Long range proximity reader] [Paxton Long range proximity reader] shall comply with the following standards:
IPX6 for Moisture resistance
IEC/EN 60950-1 for general safety
FCC Part 15 Subpart C for Intentional Radiators
ETSI EN 300 330 for Electromagnetic compatibility and Radio spectrum Matters (ERM)
[Vandal resistant metal keypad] [Paxton TOUCHLOCK vandal resistant metal keypad] shall comply with the following standards:
IPX7 for Moisture resistance
IEC/EN 60950-1 for general safety
[MIFARE® proximity reader] [Paxton MIFARE® P series proximity reader] shall comply with the following standards:
IPX7 for Moisture resistance
IEC/EN 60950-1 for general safety
FCC Part 15 Subpart C for Intentional Radiators
ETSI EN 302 291 for Electromagnetic compatibility and Radio spectrum Matters (ERM)
[GSM Access reader] [Paxton Net2 Caller ID reader] shall comply with the following standards:
IEC/EN 60950-1 for general safety
[HID™ proximity reader] [Paxton HID™ proximity reader] shall comply with the following standards:
IPX7 for Moisture resistance
IEC/EN 60950-1 for general safety
FCC Part 15 Subpart C for Intentional Radiators
Industry Canada RSS-210 for Licence-exempt Radio Apparatus 
ETSI EN 300 330 for Electromagnetic compatibility and Radio spectrum Matters (ERM)
UL 294 for Access Control
[MIFARE® proximity keypad reader] [Paxton MIFARE® KP proximity reader] shall comply with the following standards:
IPX7 for Moisture resistance
IEC/EN 60950-1 for general safety
ETSI EN 302 291 for Electromagnetic compatibility and Radio spectrum Matters (ERM)
[Backbox MIFARE® proximity reader] [Paxton Backbox MIFARE® proximity reader] shall comply with the following standards:
IEC/EN 60950-1 for general safety
ETSI EN 300 330 for Electromagnetic compatibility and Radio spectrum Matters (ERM)
ETSI EN 302 291 for Electromagnetic compatibility and Radio spectrum Matters (ERM)
GENERAL REQUIREMENTS FOR FUNCTIONALITY
Through use of reader, it shall be possible to read a user’s credential:
{Remove any not relevant to the project}
A credential holder shall be able to present their token to the reader to gain valid access.
Presentation of an invalid credential shall not allow access.
A credential holder shall be able to enter their PIN into a keypad to gain valid access.
Entering of an invalid PIN shall not allow access.
Visual feedback shall be provided upon presentation of a credential.
Feedback shall indicate if the credential is valid or invalid for the intended action.
Audible feedback shall be provided upon presentation of a credential.
Feedback shall indicate if the credential is valid or invalid for the intended action.
Readers shall be connected to the ACU:
Readers shall communicate with the ACU.
Readers shall be powered by the ACU.
The access control software shall record door entry events.
An event shall be generated for the following:
Following a valid credential being read, when the door is unlocked.
Following an invalid credential being read, when the door is not unlocked.
When the door is forced.
When the door is left open.
All events shall be time and date stamped.
All events shall contain which door they relate to.
All events shall be communicated with the Server in real-time
GENERAL REQUIREMENTS FOR COMMUNICATIONS 
ACU to Reader
Readers shall communicate with an ACU over any of the following or technical equivalent cable:
Belden 9540 
8 core screened cable.
18 AWG
Maximum length 100m (328')
Belden 9538 
8 core screened cable.
22 AWG
Maximum length 25m (82')
All surface mount readers shall be provided with 5m (16.4') Belden 9540 cable at no additional cost.
No manual addressing shall be required.

PRODUCTS
MANUFACTURERS
{Delete if necessary} Acceptable manufacturer: Paxton
Email address: {Delete options which are not required}
{UK} [support@paxton.co.uk] 
{FR} [support@paxtonaccess.fr] 
{US} [supportUS@paxton-access.com]
{DE} [verkauf@paxton-gmbh.de]
{NL} [support@paxton-benelux.com]
Telephone number: 
{UK} [01273 811011]
{FR} [01 57 32 93 56] 
{US} [877.438.7298]
{DE} [0251 2080 6900]
{NL} [076 3333 999]
Skype: 
{UK} [Paxton.support]
{FR} [Paxton.benelux.support]
{US} [usaPaxton.support]
{DE} [Paxton.gmbh.support]
{Delete if necessary} Substitutions: Not permitted.
{Delete if necessary} The components of the ACS shall be available from a single source manufacturer to assure compatibility of products.
The manufacturer of the reader shall also provide an Access Control System.
The manufacturer of the reader shall also provide a Door Entry System. 
Substitution Limitations
It shall be possible to install a reader into an existing [Paxton] ACS.
It shall be possible to install a reader as a functional replacement to an existing reader. 
SPECIFIC REQUIREMENTS FOR TOKENS
The manufacturer of the reader shall be able to supply Paxton HiTag2 125KHz tokens.
The supplied tokens shall contain an authentication method to deter the copying and unauthorised use of tokens.
SPECIFIC REQUIREMENTS FOR [PROXIMITY READER] [PAXTON PROXIMITY P SERIES READER] {Delete as required}
{Remove this section if this product is not required for the project}
Credential Identification
The item shall contain a proximity reader. 
At a minimum, the following token technology shall be supported:
Paxton HiTag2 125KHz
EM4100
HID 125KHz {may require activation}
The following formats of credential shall be supported:
Keyfob
Token
ISO card
Watchprox
Hands free token
Power Supply
The item shall be powered by the ACU.
Operating voltage shall not exceed 14V DC.
Current consumption shall not exceed 120 mA.
Display
The item shall house 3 LEDs
1 x Green LED
1 x Amber LED
1 x Red LED
The LEDs shall indicate the following events:
Valid credential read – access granted
Invalid credential read – access denied
Invalid permissions
Unknown credential
Barred credential
Audio
The item shall contain a sounder for audible feedback
A tone shall sound to indicate the following events:
Valid credential read – access granted
Invalid credential read – access denied
Invalid permissions
Unknown credential
Barred credential
Temperature
The item shall meet the required temperature standards for an external product
The item shall operate reliably within the temperature range of -35°C to +66°C (-31°F to +150.8°F).
Housing
The item shall be stylish and modern.
The item shall have a similar look and feel on all product variations.
There shall be no visible fixings on the item.
It shall be possible to install the reader surface mount.
A backbox adaptor shall be available from the ACS manufacturer for the ‘large’ product variant for flush mount installation.
Product variations
The item shall be available in Small [- P38]
The dimensions shall not exceed:
A width of 38mm (1.5")
A height of 78mm (3.1")
A depth of 12.5mm (0.5")
Token read range for each token type shall be at minimum:
Keyfob – 40mm (1.6")
Token/ISO card – 60mm (2.4")
Watchprox – 30mm (1.2")
Hands free token – 850mm (33.5")
The item shall be available in Medium [- P50]
The dimensions shall not exceed:
A width of 50mm (2")
A height of 100mm (3.9")
A depth of 15mm (0.6")
Token read range for each token type shall be at minimum:
Keyfob – 50mm (2")
Token/ISO card – 80mm (3.1")
Watchprox – 35mm (1.4")
Hands free token – 1100mm (43.3")
The item shall be available in Large [- P75]
The dimensions shall not exceed:
A width of 75mm (3")
A height of 143mm (5.6")
A depth of 16mm (0.6")
Token read range for each token type shall be at minimum:
Keyfob – 60mm (2.4")
Token/ISO card – 100mm (3.9")
Watchprox – 40mm (1.6")
Hands free token – 1500mm (59.1")
The item shall be available in Extra-large [- P200]
The dimensions shall not exceed:
A width of 200mm (7.9")
A height of 200mm (7.9")
A depth of 15mm (0.6")
Token read range for each token type shall be at minimum:
Keyfob – 100mm (3.9")
Token/ISO card – 200mm (7.9")
Watchprox – 50mm (2")
Hands free token – 2500mm (98.4")
Each product variant shall be available with an option of clip on covers.
At minimum, the covers shall be available in the following colours:
Black
White
Grey
Silver
Blue

SPECIFIC REQUIREMENTS FOR [PROXIMITY KEYPAD READER] [PAXTON PROXIMITY KP SERIES KEYPAD] {Delete as required}
{Remove this section if this product is not required for the project}
Credential Identification
The item shall contain a proximity reader. 
At a minimum, the following token technology shall be supported:
Paxton HiTag2 125KHz
EM4100
HID 125KHz {may require activation}
The following formats of credential shall be supported:
Keyfob
Token
ISO card
Watchprox
Hands free token
The item shall contain a keypad.
The following formats of credential shall be supported
PIN
Code
Identification shall consist of:
Token only
Token + PIN
Token + Code
PIN only
Code only
Token or PIN
Token or Code
Token, PIN or Code
Power Supply
The item shall be powered by the ACU.
Operating voltage shall not exceed 14V DC.
Current consumption shall not exceed 180 mA.
Display
The item shall house 3 LEDs
1 x Green LED
1 x Amber LED
1 x Red LED
The LEDs shall indicate the following events:
Valid credential read – access granted
Invalid credential read – access denied
Invalid permissions
Unknown credential
Barred credential
Audio
The item shall contain a sounder for audible feedback
A tone shall sound to indicate the following events:
Valid credential read – access granted
Invalid credential read – access denied
Invalid permissions
Unknown credential
Barred credential
Temperature
The item shall meet the required temperature standards for an external product
The item shall operate reliably within the temperature range of -35°C to +66°C (-31°F to +150.8°F)
Housing
The item shall be stylish and modern.
The item shall have a similar look and feel on all product variations.
There shall be no visible fixings on the item.
It shall be possible to install the reader surface mount.
A backbox adaptor shall be available from the ACS manufacturer for the ‘large’ product variant for flush mount installation.
Product variations
The item shall be available in Medium [- KP50]
The dimensions shall not exceed:
A width of 50mm (2")
A height of 100mm (3.9")
A depth of 15mm (0.6")
Token read range for each token type shall be at minimum:
Keyfob – 50mm (2")
Token/ISO card – 80mm (3.1")
Watchprox – 35mm (1.4")
Hands free token – 1100mm (43.3")
The item shall be available in Large [- KP75]
The dimensions shall not exceed:
A width of 75mm (3")
A height of 143mm (5.6")
A depth of 16mm (0.6")
Token read range for each token type shall be at minimum:
Keyfob – 60mm (2.4")
Token/ISO card – 100mm (3.9")
Watchprox – 40mm (1.6")
Hands free token – 1500mm (59.1")
Each product variant shall be available with an option of clip on covers.
At minimum, the covers shall be available in the following colours:
Black
White
Grey
Silver
Blue

SPECIFIC REQUIREMENTS FOR [VANDAL PROOF PROXIMITY READER] [PAXTON VANDAL PROOF PROXIMITY READER] {Delete as required}
{Remove this section if this product is not required for the project}
Credential Identification
The item shall contain a proximity reader. 
At a minimum, the following token technology shall be supported:
Paxton HiTag2 125KHz
EM4100
HID 125KHz {UK/EU only - may require activation}
The following formats of credential shall be supported:
Keyfob
Token
ISO card
Watchprox
Token read range for each token type shall be at minimum:
Keyfob – 40mm (1.6")
Token/ISO card – 80 mm (3.1")
Watchprox – 20mm (0.8")
Power Supply
The item shall be powered by the ACU.
Operating voltage shall not exceed 14V DC.
Current consumption shall not exceed 100 mA.
Audio
The item shall contain a sounder for audible feedback
A tone shall sound to indicate the following events:
Valid credential read – access granted
Invalid credential read – access denied
Invalid permissions
Unknown credential
Barred credential
Temperature
The item shall operate reliably within the temperature range of -20°C to +55°C (-4°F to +131°F)
Housing
There shall be no visible fixings on the item.
The item shall be split into 2 parts:
The tube, which shall contain the reader’s main components.
This shall be installed hidden from direct access.
This shall be secure and not accessible from the unsecure side of the access point. 
The cap, which shall be used as an indication of where the tube is located.
This shall be installed on the unsecure side of the access point.
Dimensions
The dimensions for the tube shall not exceed:
A diameter of 20mm (0.8")
A height of 60mm (2.4")
The dimensions for the cap shall not exceed:
A width of 30mm (1.2")
A height of 48mm (1.9")
A depth of 9mm (0.4")
Product Variants
At minimum, the caps shall be available in the following colours:
Black
White
Grey
Solid blue
Clear blue
Green
Yellow




SPECIFIC REQUIREMENTS FOR [PROXIMITY PANEL MOUNT READER] [PAXTON PROXIMITY PANEL MOUNT READER] {Delete as required}
{Remove this section if this product is not required for the project}
Features
Designed for use in audio/video entry panels.
Fits neatly behind the industry standard size square aperture.
This shall be 40mm square.
Credential Identification
The item shall contain a proximity reader. 
At a minimum, the following token technology shall be supported:
Paxton HiTag2 125KHz
EM4100
HID 125KHz {UK/EU only - may require activation}
The following formats of credential shall be supported:
Keyfob
Token
ISO card
Watchprox
Power Supply
The item shall be powered by the ACU.
Operating voltage shall not exceed 14V DC.
Current consumption shall not exceed 110 mA.
Display
The item shall house 3 LEDs
1 x Green LED
1 x Amber LED
1 x Red LED
The LEDs shall indicate the following events:
Valid credential read – access granted
Invalid credential read – access denied
Invalid permissions
Unknown credential
Barred credential
Temperature
The item shall meet the required temperature standards for an external product
The item shall operate reliably within the temperature range of -35°C to +66°C (-31°F to +150.8°F)
Housing
The reader shall be installed into an audio/video entry panel.
The item shall contain a clear polycarbonate cover to give a neat finish.
The reader shall be vandal resistant.
The reader shall be moisture resistant.
Dimensions
The item dimensions shall be:
A width of 58mm (2.3")
A height of 58mm (2.3")
A depth of 18mm (0.7")
SPECIFIC REQUIREMENTS FOR [PROXIMITY HID™ PANEL MOUNT READER] [PAXTON PROXIMITY HID™ PANEL MOUNT READER] {Delete as required}
{Remove this section if this product is not required for the project}
Features
Designed for use in audio/video entry panels.
Fits neatly behind the industry standard size square aperture.
This shall be 40mm square.
Credential Identification
The item shall contain a proximity reader. 
At a minimum, the following token technology shall be supported:
125 kHz HID
EM4100
The following formats of credential shall be supported:
Keyfob
Token
ISO card
Power Supply
The item shall be powered by the ACU.
Operating voltage shall not exceed 14V DC.
Current consumption shall not exceed 130 mA.
Display
The item shall house 3 LEDs.
The LEDs shall indicate the following events:
Valid credential– access granted
Invalid credential– access denied
Invalid permissions
Unknown credential
Barred credential
Temperature
The item shall meet the required temperature standards for an external product
The item shall operate reliably within the temperature range of -35°C to +66°C (-31°F to +150.8°F)
Dimensions
The item dimensions shall be:
A width of 58mm (2.3")
A height of 58mm (2.3")
A depth of 17mm (0.7")
SPECIFIC REQUIREMENTS FOR [METAL PROXIMITY READER] [PAXTON METAL PROXIMITY READER] {Delete as required}
{Remove this section if this product is not required for the project}
Credential Identification
The item shall contain a proximity reader. 
At a minimum, the following token technology shall be supported:
Paxton HiTag2 125KHz
EM4100
HID 125KHz {UK/EU only - may require activation}
The following formats of credential shall be supported:
Keyfob
Token
ISO card
Watchprox
Token read range for each token type shall be at minimum:
Keyfob – 40mm (1.6")
Token/ISO card – 50mm (2")
Watchprox – 10mm (0.4")
Power Supply
The item shall be powered by the ACU.
Operating voltage shall not exceed 14V DC.
Current consumption shall not exceed 110 mA.
Display
The item shall house 3 LEDs
1 x Green LED
1 x Amber LED
1 x Red LED
The LEDs shall indicate the following events:
Valid credential read – access granted
Invalid credential read – access denied
Invalid permissions
Unknown credential
Barred credential
Audio
The item shall contain a sounder for audible feedback
A tone shall sound to indicate the following events:
Valid credential read – access granted
Invalid credential read – access denied
Invalid permissions
Unknown credential
Barred credential
Temperature
The item shall meet the required temperature standards for an external product
The item shall operate reliably within the temperature range of -35°C to +66°C (-31°F to +150.8°F)
Housing
The housing shall be metal.
The housing shall be vandal resistant.
Dimensions
The item dimensions shall not exceed:
A width of 76mm (3")
A height of 76mm (3")
A depth of 27mm (1.1")
Product Variants
At minimum, the item shall be available in the following finishes:
Chrome
Satin Chrome

SPECIFIC REQUIREMENTS FOR [BACKBOX PROXIMITY READER] [PAXTON BACKBOX PROXIMITY READER] {Delete as required}
{Remove this section if this product is not required for the project}
Credential Identification
The item shall contain a proximity reader. 
At a minimum, the following token technology shall be supported:
Paxton HiTag2 125KHz
EM4100
The above credential technology shall be read simultaneously.
The following formats of credential shall be supported:
Keyfob
Token
ISO card
Watchprox
Token read range for each token type shall be at minimum:
Keyfob – 60mm (2.4")
Token/ISO card – 100mm (3.9")
Watchprox – 40mm (1.6")
Power Supply
The item shall be powered by the ACU.
Operating voltage shall not exceed 14V DC.
Current consumption shall not exceed 140 mA.
Display
The item shall house 3 LEDs
1 x Green LED
1 x Amber LED
1 x Red LED
The LEDs shall indicate the following events:
Valid credential read – access granted
Invalid credential read – access denied
Invalid permissions
Unknown credential
Barred credential
Audio
The item shall contain a sounder for audible feedback
A tone shall sound to indicate the following events:
Valid credential read – access granted
Invalid credential read – access denied
Invalid permissions
Unknown credential
Barred credential
It shall be possible to disable audible feedback
Temperature
The item shall operate reliably within the temperature range of -20°C to +55°C (-4°F to +131°F)
Housing
The item shall be stylish and modern.
There shall be no visible fixings on the item.
The item shall be designed for internal use.
It shall be possible to install the reader:
Flush mount
The reader shall fit into standard single gang UK electrical backboxes.
Surface mount
Dimensions
The dimensions shall not exceed:
A width of 86mm (3.4")
A height of 86mm (3.4")
A depth of 16mm (0.6")
Product Variants
At minimum, the item shall be available in the following colours:
Black
White
SPECIFIC REQUIREMENTS FOR [MAG-STRIPE READER] [PAXTON CARDLOCK READER] {Delete as required}
{Remove this section if this product is not required for the project}
Credential Identification
The item shall contain a magnetic stripe reader. 
At a minimum, the following token technology shall be supported:
Track 2 ABA
The following formats of credential shall be supported:
Mag-stripe card
Power Supply
The item shall be powered by the ACU.
Operating voltage shall not exceed 14V DC.
Current consumption shall not exceed 90 mA.
Display
The item shall house 3 LEDs
1 x Green LED
1 x Amber LED
1 x Red LED
The LEDs shall indicate the following events:
Valid credential read – access granted
Invalid credential read – access denied
Invalid permissions
Unknown credential
Barred credential
Audio
The item shall contain a sounder for audible feedback
A tone shall sound to indicate the following events:
Valid credential read – access granted
Invalid credential read – access denied
Invalid permissions
Unknown credential
Barred credential
Temperature
The item shall operate reliably within the temperature range of -20°C to +55°C (-4°F to +131°F)
Housing
The housing shall be Satin Chrome.
Dimensions
The dimensions shall not exceed:
A width of 34mm (1.3")
A height of 89mm (3.5")
A depth of 35mm (1.4")
SPECIFIC REQUIREMENTS FOR [KEYPAD] [PAXTON TOUCHLOCK K SERIES KEYPAD] {Delete as required}
{Remove this section if this product is not required for the project}
Credential Identification
The item shall contain a keypad.
The following formats of credential shall be supported
PIN
Code
Power Supply
The item shall be powered by the ACU.
Operating voltage shall not exceed 14V DC.
Current consumption shall not exceed 120 mA.
Display
The item shall house 3 LEDs
1 x Green LED
1 x Amber LED
1 x Red LED
The LEDs shall indicate the following events:
Valid credential– access granted
Invalid credential– access denied
Invalid permissions
Unknown credential
Barred credential
The keys shall be backlit for ease of use in low light applications.
Audio
The item shall contain a sounder for audible feedback
A tone shall sound to indicate the following events:
Valid credential– access granted
Invalid credential– access denied
Invalid permissions
Unknown credential
Barred credential
Temperature
The item shall meet the required temperature standards for an external product
The item shall operate reliably within the temperature range of -35°C to +66°C (-31°F to +50.8°F)
Housing
The item shall be stylish and modern.
The item shall have a similar look and feel on all product variations.
There shall be no visible fixings on the item.
It shall be possible to install the reader surface mount.
A backbox adaptor shall be available from the ACS manufacturer for the ‘large’ product variant for flush mount installation.
Product variations
The item shall be available in Medium [- K50]
The dimensions shall not exceed:
A width of 50mm (2")
A height of 100mm (3.9")
A depth of 15mm (0.6")
The item shall be available in large [- K75]
The dimensions shall not exceed:
A width of 75mm (3")
A height of 143mm (5.6")
A depth of 16mm (0.6")
Each product variant shall be available with an option of clip on covers.
At minimum, the covers shall be available in the following colours:
Black
White
SPECIFIC REQUIREMENTS FOR [STAINLESS STEEL KEYPAD] [PAXTON STAINLESS STEEL TOUCHLOCK K SERIES KEYPAD] {Delete as required}
{Remove this section if this product is not required for the project}
Credential Identification
The item shall contain a keypad.
The following formats of credential shall be supported
PIN
Code
Power Supply
The item shall be powered by the ACU.
Operating voltage shall not exceed 14V DC.
Current consumption shall not exceed 120 mA.
Display
The item shall house 3 LEDs
1 x Green LED
1 x Amber LED
1 x Red LED
The LEDs shall indicate the following events:
Valid credential– access granted
Invalid credential– access denied
Invalid permissions
Unknown credential
Barred credential
The keys shall be backlit for ease of use in low light applications.
Audio
The item shall contain a sounder for audible feedback
A tone shall sound to indicate the following events:
Valid credential– access granted
Invalid credential– access denied
Invalid permissions
Unknown credential
Barred credential
Temperature
The item shall meet the required temperature standards for an external product
The item shall operate reliably within the temperature range of -35°C to +66°C (-31°F to +50.8°F)
Housing
The item shall be stylish and modern.
The item shall be constructed from brushed stainless steel.
The buttons and bezel shall have a satin chrome stainless steel finish. 
There shall be no visible fixings on the item.
It shall be possible to install the reader surface mount.
A backbox adaptor shall be available from the ACS manufacturer for the ‘large’ product variant for flush mount installation.
Product variations
The item shall be available in Medium [- K50]
The dimensions shall not exceed:
A width of 50mm (2")
A height of 100mm (3.9")
A depth of 15mm (0.6")
The item shall be available in large [- K75]
The dimensions shall not exceed:
A width of 75mm (3")
A height of 143mm (5.6")
A depth of 16mm (0.6")
SPECIFIC REQUIREMENTS FOR [ARCHITECTURAL PROXIMITY READER] [PAXTON ARCHITECTURAL PROXIMITY READER] {Delete as required}
{Remove this section if this product is not required for the project}
Credential Identification
The item shall contain a proximity reader. 
At a minimum, the following token technology shall be supported:
Paxton HiTag2 125KHz
EM4100
HID 125KHz {may require activation}
The following formats of credential shall be supported:
Keyfob
Token
ISO card
Watchprox
Hands free token
Token read range for each token type shall be at minimum:
Keyfob – 25mm (1")
Token/ISO card – 40mm (1.6")
Watchprox – 15mm (0.6")
Hands free token – 400mm (15.7") 
Power Supply
The item shall be powered by the ACU.
Operating voltage shall not exceed 14V DC.
Current consumption shall not exceed 140 mA.
Display
The item shall house 3 LEDs.
The LEDs shall indicate the following events:
Valid credential– access granted
Invalid credential– access denied
Invalid permissions
Unknown credential
Barred credential
Audio
The item shall contain a sounder for audible feedback
A tone shall sound to indicate the following events:
Valid credential read – access granted
Invalid credential read – access denied
Invalid permissions
Unknown credential
Barred credential
Temperature
The item shall operate reliably within the temperature range of -20°C to +55°C (-4°F to +131°F)
Housing
All product variants shall be stylish and modern.
The item shall have a similar look and feel on all product variations.
There shall be no visible fixings on the item.
The item shall consist of 2 parts:
Reader
Insert
There shall be a choice of finishes for the reader to suit the site aesthetics.
There shall be a choice of inserts to suit the site aesthetics. 
Dimensions
The reader dimensions shall not exceed:
A width of 70mm (2.8")
A height of 110mm (4.3")
A depth of 35mm (1.4")
The insert dimensions shall be at minimum:
A width of 61mm (2.4")
A height of 102mm (4")
A depth of 6mm (0.2")
Product variations
The reader shall be available in a range of finishes, including the following as a minimum:
Matt black
Gunmetal grey
Satin chrome
A range of inserts shall be available, including the following as a minimum:
Stone
Glass
SPECIFIC REQUIREMENTS FOR [MARINE PROXIMITY READER] [PAXTON MARINE PROXIMITY READER] {Delete as required}
{Remove this section if this product is not required for the project}
Credential Identification
The item shall contain a proximity reader. 
At a minimum, the following token technology shall be supported:
Paxton HiTag2 125KHz
EM4100
HID 125KHz {may require activation}
The following formats of credential shall be supported:
Keyfob
Token
ISO card
Watchprox
Hands free token
Token read range for each token type shall be at minimum:
Keyfob – 30mm (1.2")
Token/ISO card – 40mm (1.6")
Watchprox – 20mm (0.8")
Hands free token – 400mm (15.7") 
Power Supply
The item shall be powered by the ACU.
Operating voltage shall not exceed 14V DC.
Current consumption shall not exceed 220 mA.
Display
The item shall house a stylish LED display.
The LED display shall be easily viewable and not obstructed on presentation of a token.
The LEDs shall indicate the following events:
Valid credential– access granted
Invalid credential– access denied
Invalid permissions
Unknown credential
Barred credential
Audio
The item shall contain a sounder for audible feedback
A tone shall sound to indicate the following events:
Valid credential read – access granted
Invalid credential read – access denied
Invalid permissions
Unknown credential
Barred credential
Temperature
The item shall meet the required temperature standards for an external product
The item shall operate reliably within the temperature range of -35°C to +70°C (-31°F to +158°F)
Housing
The item shall be stylish and modern.
The item shall have a similar look and feel on all product variations.
There shall be no visible fixings on the item.
The item shall be manufactured from marine grade stainless steel.
Dimensions
The item dimensions shall not exceed:
A diameter of 106mm (4.2")
A depth of 16mm (0.6")
Product variations
The item shall be available in Stainless steel finish.
SPECIFIC REQUIREMENTS FOR [UNIVERSAL PROXIMITY READER] [PAXTON UNIVERSAL PROXIMITY READER] {Delete as required}
{Remove this section if this product is not required for the project}
Credential Identification
The item shall contain a proximity reader. 
At a minimum, the following token technology shall be supported:
Paxton HiTag2 125KHz
EM4100
PAC
The above credential technology shall be read simultaneously.
The following formats of credential shall be supported:
Keyfob
Token
ISO card
Watchprox
Token read range for each token type shall be at minimum:
Keyfob – 40mm (1.6")
Token/ISO card – 60mm (2.4")
Watchprox – 30mm (1.2")
Power Supply
The item shall be powered by the ACU.
Operating voltage shall not exceed 14V DC.
Current consumption shall not exceed 120 mA.
Display
The item shall house 3 LEDs.
The LEDs shall indicate the following events:
Valid credential– access granted
Invalid credential– access denied
Invalid permissions
Unknown credential
Barred credential
Audio
The item shall contain a sounder for audible feedback
A tone shall sound to indicate the following events:
Valid credential read – access granted
Invalid credential read – access denied
Invalid permissions
Unknown credential
Barred credential
Temperature
The item shall operate reliably within the temperature range of -20°C to +55°C (-4°F to +131°F)
Housing
The item shall be stylish and modern.
The item shall have a similar look and feel on all product variations.
There shall be no visible fixings on the item.
Dimensions
The dimensions shall not exceed:
A width of 38mm (1.5")
A height of 78mm (3.1")
A depth of 12.5mm (0.5")
Product variations
The item shall be available with an option of clip on covers.
At minimum, the covers shall be available in the following colours:
Black
White
These shall be available from the manufacturer free of charge.
SPECIFIC REQUIREMENTS FOR [ENERGY SAVING PROXIMITY READER] [PAXTON ENERGY SAVING PROXIMITY READER] {Delete as required}
{Remove this section if this product is not required for the project}
Credential Identification
The item shall contain a proximity reader. 
At a minimum, the following token technology shall be supported:
Paxton Hitag2 125 kHz
Hitag1 / Hitag2
MIFARE 1K
MIFARE 4K
MIFARE Ultralight / C
MIFARE DESFire
SmartMX
R5
EM4100
The following formats of credential shall be supported:
Keyfob
Token
ISO card
Watchprox
Power Supply
The item shall be powered by the ACU.
Operating voltage shall not exceed 14V DC.
Current consumption shall not exceed 170 mA.
Display
The item shall house 3 LEDs.
The LEDs shall indicate the following events:
Valid credential– access granted
Invalid credential– access denied
Invalid permissions
Unknown credential
Barred credential
Audio
The item shall contain a sounder for audible feedback
A tone shall sound to indicate the following events:
Valid credential read – access granted
Invalid credential read – access denied
Invalid permissions
Unknown credential
Barred credential
Temperature
The item shall operate reliably within the temperature range of -20°C to +55°C (-4°F to +131°F)
Housing
The item shall be stylish and modern.
There shall be no visible fixings on the item.
Dimensions
The dimensions shall not exceed:
A width of 61mm (2.4")
A height of 105mm (4.1")
A depth of 17mm (0.7")
SPECIFIC REQUIREMENTS FOR [LONG RANGE PROXIMITY READER] [PAXTON LONG RANGE PROXIMITY READER] {Delete as required}
{Remove this section if this product is not required for the project}
Credential Identification
The item shall contain a proximity reader. 
At a minimum, the following token technology shall be supported:
Paxton HiTag2 125KHz
EM4100
The following formats of credential shall be supported:
Keyfob
Token
ISO card
Watchprox
Hands free token
Token read range for each token type shall be at minimum:
Keyfob – 40mm (1.6")
Token/ISO card – 80mm (3.1")
Watchprox – 10mm (0.4")
Hands free token – 5000mm (196.8")
It shall be possible to change the 2.4GHz frequency channel to improve system performance.
At minimum there shall be 16 selectable channels.
Power Supply
Operating voltage shall not exceed 14V DC.
Current consumption shall not exceed 1.1 A.
Display
The item shall feature an LED display for visual feedback and indications.
The LED display shall be visible in sunlight.
The LED display shall indicate the following events:
Valid credential– access granted
Invalid credential– access denied
Invalid permissions
Unknown credential
Barred credential
Audio
The item shall contain a sounder for audible feedback
A tone shall sound to indicate the following events:
Valid credential read – access granted
Invalid credential read – access denied
Invalid permissions
Unknown credential
Barred credential
Temperature
The item shall meet the required temperature standards for an external product
The item shall operate reliably within the temperature range of -35°C to +66°C (-31°F to +150.8°F)
Housing
The item shall be stylish and modern.
There shall be no visible fixings on the item.
The housing shall be robust to withstand the external environment.
Dimensions
The dimensions shall not exceed:
A width of 220mm (8.7")
A height of 220mm (8.7")
A depth of 135mm (5.3")

SPECIFIC REQUIREMENTS FOR [VANDAL RESISTANT METAL KEYPAD] [PAXTON TOUCHLOCK VANDAL RESISTANT METAL KEYPAD] {Delete as required}
{Remove this section if this product is not required for the project}
Credential Identification
The item shall contain a keypad.
The following formats of credential shall be supported
PIN
Code
Power Supply
The item shall be powered by the ACU.
Operating voltage shall not exceed 14V DC.
Current consumption shall not exceed 150 mA.
Display
Keypad keys shall be backlit.
Audio
The item shall contain a sounder for audible feedback
A tone shall sound to indicate the following events:
Valid credential read – access granted
Invalid credential read – access denied
Invalid permissions
Unknown credential
Barred credential
Temperature
The item shall operate reliably within the temperature range of -20°C to +55°C (-4°F to +131°F)
Housing
The item shall be vandal resistant.
The item shall be constructed from metal.
Dimensions
The dimensions shall not exceed:
A width of 89mm (3.5")
A height of 143mm (5.6")
A depth of 28mm (1.1")
SPECIFIC REQUIREMENTS FOR [MIFARE® PROXIMITY READER] [PAXTON MIFARE® P SERIES PROXIMITY READER] {Delete as required}
{Remove this section if this product is not required for the project}
Credential Identification
The item shall contain a proximity reader. 
At a minimum, the following token technology shall be supported:
Paxton HiTag2 125KHz
Hitag2
EM4100
MIFARE 1K
MIFARE 4K
MIFARE Ultralight / C
MIFARE DESFire
SmartMX
R5
The following formats of credential shall be supported:
Keyfob
Token
ISO card
Watchprox
Hands free token
Token read range for each token type shall be at minimum:
Paxton HiTag2 125KHz
1. Keyfob – 30mm (1.2")
2. Token – 80mm (3.1")
3. Watchprox – 20mm (0.8")
4. Hands free token – 850mm (33.5")
EM4100
5. Keyfob – 50mm (2")
6. Card – 60mm (2.4")
7. Proxdisc – 30mm (1.2")
Hitag
8. Hitag2 ISO card – 70mm (2.8")
MIFARE 
9. 1K – 50mm (2")
10. 4K – 40mm (1.6")
11. Ultralight / C – 25mm (1")
12. DESFire – 20 mm (0.8") 
Power Supply
The item shall be powered by the ACU.
Operating voltage shall not exceed 14V DC.
Current consumption shall not exceed 170 mA.
Display
The item shall house 3 LEDs.
The LEDs shall indicate the following events:
Valid credential– access granted
Invalid credential– access denied
Invalid permissions
Unknown credential
Barred credential
Audio
The item shall contain a sounder for audible feedback
A tone shall sound to indicate the following events:
Valid credential read – access granted
Invalid credential read – access denied
Invalid permissions
Unknown credential
Barred credential
Temperature
The item shall meet the required temperature standards for an external product
The item shall operate reliably within the temperature range of -35°C to +66°C (-31°F to +150.8°F)
Housing
The item shall be stylish and modern.
The item shall have a similar look and feel on all product variations.
There shall be no visible fixings on the item.
Dimensions
The item dimensions shall not exceed:
A width of 50mm (2")
A height of 100mm (3.9")
A depth of 15mm (0.6")
Product variations
The item shall be available with an option of clip on covers.
At minimum, the covers shall be available in the following colours:
Black
White
Grey
Silver
Blue
These covers shall be available free of charge.
SPECIFIC REQUIREMENTS FOR [GSM ACCESS READER] [PAXTON NET2 CALLER ID READER] {Delete as required}
{Remove this section if this product is not required for the project}
Credential Identification
The item shall support Global System for Mobile communication (GSM).
The reader shall allow any phone to be used as a credential.
Assuming both the reader and credential device have GSM signal, the range shall be unlimited,
The item shall allow for an additional token reader to be connected.
Power Supply
The item shall be powered by the ACU.
Operating voltage shall not exceed 14V DC.
Current consumption shall not exceed 500 mA.
Display
The item shall house LEDs.
The LEDs shall indicate the following states:
Item is powered
Item is connected to mobile phone network (GSM network)
Item is receiving data from a mobile phone
Temperature
The item shall operate reliably within the temperature range of -20°C to +55°C (-4°F to +131°F)
Housing
The item shall be designed for internal installation.
Dimensions
The item dimensions shall not exceed:
A width of 200mm (7.9")
A height of 200mm (7.9")
A depth of 78mm (3.1")

SPECIFIC REQUIREMENTS FOR [HID™ PROXIMITY READER] [PAXTON HID™ PROXIMITY READER] {Delete as required}
{Remove this section if this product is not required for the project}
Credential Identification
The item shall contain a proximity reader. 
At a minimum, the following token technology shall be supported:
125 kHz HID
EM4100
The following formats of credential shall be supported:
Keyfob
Token
ISO card
Power Supply
The item shall be powered by the ACU.
Operating voltage shall not exceed 14V DC.
Current consumption shall not exceed 130 mA.
Display
The item shall house 3 LEDs.
The LEDs shall indicate the following events:
Valid credential– access granted
Invalid credential– access denied
Invalid permissions
Unknown credential
Barred credential
Audio
The item shall contain a sounder for audible feedback
A tone shall sound to indicate the following events:
Valid credential read – access granted
Invalid credential read – access denied
Invalid permissions
Unknown credential
Barred credential
Temperature
The item shall meet the required temperature standards for an external product
The item shall operate reliably within the temperature range of -35°C to +66°C (-31°F to +150.8°F)
Product variations
The item shall be available in 2 variations:
Mullion reader
Credential read range
13. Read range shall be at minimum 85mm (3.3")
Housing
The item shall be stylish and modern.
There shall be no visible fixings on the item.
The item shall be available in a variety of colours. 
Metal reader
Credential read range
14. Read range shall be at minimum 40mm (1.6")
Housing
The housing shall be vandal resistant.
15. The item shall be available in a satin chrome finish.
Dimensions
The Mullion reader dimensions shall not exceed:
A width of 45mm (1.8")
A height of 100mm (3.9")
A depth of 20mm (0.8")
The Metal reader dimensions shall not exceed:
A width of 76mm (3")
A height of 76mm (3")
A depth of 27mm (1.1")
SPECIFIC REQUIREMENTS FOR [MIFARE® PROXIMITY KEYPAD READER] [PAXTON MIFARE® KP PROXIMITY READER] {Delete as required}
{Remove this section if this product is not required for the project}
Credential Identification
The item shall contain a proximity reader. 
At a minimum, the following token technology shall be supported:
MIFARE 1K
MIFARE 4K
MIFARE Ultralight / C
MIFARE DESFire / EV1
SmartMX
R5
The following formats of credential shall be supported:
Keyfob
Token
ISO card
The item shall contain a keypad.
The following formats of credential shall be supported
PIN
Code
It shall be possible to require a combination of PIN and token for identification.
It shall be possible to require a combination of Code and token for identification.
Power Supply
The item shall be powered by the ACU.
Operating voltage shall not exceed 12V DC.
Current consumption shall not exceed 200 mA.
Display
The item shall house 3 LEDs
1 x Green LED
1 x Amber LED
1 x Red LED
The LEDs shall indicate the following events:
Valid credential read – access granted
Invalid credential read – access denied
Invalid permissions
Unknown credential
Barred credential
Audio
The item shall contain a sounder for audible feedback
A tone shall sound to indicate the following events:
Valid credential read – access granted
Invalid credential read – access denied
Invalid permissions
Unknown credential
Barred credential
Temperature
The item shall meet the required temperature standards for an external product
The item shall operate reliably within the temperature range of -35°C to +66°C (-31°F to +150.8°F)
Housing
The item shall be stylish and modern.
There shall be no visible fixings on the item.
The housing shall be metal.
The housing shall be vandal resistant.
It shall be possible to install the reader surface mount.
A backbox adaptor shall be available from the ACS manufacturer for flush mount installation.
Dimensions
The dimensions shall not exceed:
A width of 75mm (3")
A height of 143mm (5.6")
A depth of 16mm (0.6")
SPECIFIC REQUIREMENTS FOR [BACKBOX MIFARE® PROXIMITY READER] [PAXTON BACKBOX MIFARE® PROXIMITY READER] {Delete as required}
{Remove this section if this product is not required for the project}
Credential Identification
The item shall contain a proximity reader. 
At a minimum, the following token technology shall be supported:
Paxton Hitag2 125KHz
Hitag1 / Hitag2
EM4100
MIFARE 1K
MIFARE 4K
MIFARE Ultralight / C
MIFARE DESFire / EV1
SmartMX
R5
The above credential technology shall be read simultaneously.
The following formats of credential shall be supported:
Keyfob
Token
ISO card
Watchprox
Hands free token
Proxdisc
Token read range for each token type shall be at minimum:
Paxton HiTag2 125KHz
16. Keyfob – 60mm (2.4")
17. Token – 125mm (4.9")
18. Watchprox – 50mm (2")
19. Hands free token – 800mm (31.5")
Hitag
20. Hitag1 ISO – 50mm (2")
21. Hitag2 ISO – 125mm (4.9")
EM4100
22. Keyfob – 60mm (2.4")
23. Token – 50mm (2")
24. Proxdisc – 80mm (3.1")
MIFARE 
25. 1K – 20mm (0.8")
26. 4K – 20mm (0.8")
27. Ultralight / C – 10mm (0.4")
28. DESFire / EV1 – 10 mm (0.4") 
Power Supply
The item shall be powered by the ACU.
Operating voltage shall not exceed 14V DC.
Current consumption shall not exceed 140 mA.
Display
The item shall house LEDs.
The LEDs shall indicate the following events:
Valid credential read – access granted
Invalid credential read – access denied
Invalid permissions
Unknown credential
Barred credential
Audio
The item shall contain a sounder for audible feedback
A tone shall sound to indicate the following events:
Valid credential read – access granted
Invalid credential read – access denied
Invalid permissions
Unknown credential
Barred credential
Temperature
The item shall operate reliably within the temperature range of -20°C to +55°C (-4°F to +131°F)
Housing
The item shall be stylish and modern.
There shall be no visible fixings on the item.
The item shall be designed for internal use.
It shall be possible to install the reader flush mount:
The reader shall fit into standard single gang UK electrical backboxes.
The reader shall fit into standard single gang US electrical backboxes.
The reader shall fit into standard single gang EU electrical backboxes.
Dimensions
The dimensions shall not exceed:
A width of 87mm (3.4")
A height of 125mm (4.9")
A depth of 18mm (0.7")

SPECIFIC REQUIREMENTS FOR [BACKBOX ADAPTOR] [PAXTON BACKBOX ADAPTOR] {Delete as required}
{Remove this section if this product is not required for the project}
Features
This adaptor shall allow the following readers to be flush mounted: {Delete as required}
[Proximity reader - Large] [Paxton Proximity P series reader – P75]
[Proximity keypad reader - Large] [Paxton Proximity KP series keypad – KP75]
[Keypad - Large] [Paxton TOUCHLOCK K series keypad – K75]
[Stainless steel keypad - Large] [Paxton Stainless steel TOUCHLOCK K series keypad – K75]
The adaptor shall be mounted to standard UK backboxes.
Housing
The item shall be available in:
Black
White 
Dimensions
The dimensions shall not exceed:
A width of 75mm (3")
A height of 142mm (5.6")
A depth of 8mm (0.3")


END OF SECTION 
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